
Security in Jackrabbit
Last Modified on 12/04/2018 2:09 pm EST

You and your customers require and deserve a secure environment to protect

your information. Jackrabbit is committed to protecting the privacy and

confidentiality of your data.

Data Encryption

Jackrabbit is committed to data security with respect to information collected

and maintained on our site(s).  To help protect confidential information, we

support the ability to encrypt all data.  Encryption is the process where

software is used to scramble confidential information in transit to and from

Jackrabbit.

Through Jackrabbit, you are asking your customers for sensitive information

such as usernames, passwords, credit card numbers, etc. Our SSL Certificate

(GoDaddy) uses advanced encryption to prevent potential hackers from

accessing this data.

Jackrabbit utilizes a TLS 1.2 security protocol and meets the latest PCI

compliance standards effective June 30, 2018. This protocol is an industry

standard designed to protect the privacy of information communicated over

the Internet.

Click below to verify Jackrabbit's Certificate Status


